**Resources and Trusted Partners**

**(Tell them that Michael Weinstein at Fidelity sent you)**

**Phishing Training Insurance- (Including Cyber Insurance)**

**Dane Fiori Dan Riebling**

**Sales Manager Riebling Insurance Agency, LLC**

**KnowBe4 -** [www.KnowBe4.com](http://www.knowbe4.com/)

**DaneF@KnowBe4.com****Driebling@riallc.net**

**727-265-3235** **516-280-6761**

33 N Garden Ave, Suite 1200

Clearwater, FL  33755

**Two attorneys we have worked with that are familiar with this crime and can help facilitate a speedy TRO (Temporary Restraining Order):**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Bradley M. Arnold - Partner****FALKMETZ**Two First National Plaza20 South Clark Street, Suite 750Chicago, Illinois 60603**P:  312-922-5800**F:  312-922-3990E:  barnold@falkmetz.com[www.falkmetz.com](http://www.falkmetz.com/) | **Jim Larson****LARSON & ASSOCIATES, PC**230 West Monroe Suite 2220Chicago, Illinois 60606**(312) 422-1900** |    |  |  |  |

**Other Helpful Links and Information**

**Password Manager/Locker Information:**

<http://lifehacker.com/5529133/five-best-password-managers>

**Phishing TRAINING and general info:**

[**www.knowb4.com**](http://www.knowb4.com) **– Phishing Training**

<http://security.stackexchange.com/questions/3374/phishing-red-flags-and-countermeasures>

**2 Factor authentication information:**

<https://twofactorauth.org/>

Click on email to see email services that offer 2-factor and what types are offered

<https://www.turnon2fa.com/tutorials/>

(How to set up various types of email on “2 factor”)

<https://www.stopthinkconnect.org/campaigns/two-steps-ahead-campaign>

<https://nakedsecurity.sophos.com/2014/01/31/the-power-of-two-all-you-need-to-know-about-2fa/>

**General Cyber-Safety**

[**http://stopthinkconnect.org**](http://stopthinkconnect.org/)

[**https://stopthinkconnect.org/tips-advice/general-tips-and-advice**](https://stopthinkconnect.org/tips-advice/general-tips-and-advice)

**Cybersecurity Breach Plans:**

[**https://www.justice.gov/sites/default/files/criminal-ccips/legacy/2015/04/30/04272015reporting-cyber-incidents-final.pdf**](https://www.justice.gov/sites/default/files/criminal-ccips/legacy/2015/04/30/04272015reporting-cyber-incidents-final.pdf)

<https://www.experian.com/assets/data-breach/brochures/response-guide.pdf>

**Law enforcement source on BEC/EAC crime:**

[www.ic3.gov](http://www.ic3.gov)